
Introduction to Data Processing Agreement
General Data Protection Regulation / privacy regulation 
Everyone is entitled to protection of his or her personal details. Healthcare organisations process the personal details of their patients/clients as well as their own employees. The ‘Healthcare organisations’ category includes healthcare providers, as well as legal persons who use computerised systems allowing healthcare providers to exchange their clients' personal details, including their medical records.
If a healthcare organisation, or another data controller, outsources the processing of personal details to an external party, it must conclude a data processing agreement with said party. 
At present, this is subject to the privacy requirements laid down in the Personal Data Protection Act (Wbp). However, effective 25 May 2018, the Personal Data Protection Act will be replaced with the General Data Protection Regulation. To some extent, the General Data Protection Regulation has the same basic tenets and definitions as the Personal Data Protection Act, but it also introduces new obligations for both the data controller (you) and the organisations you hire to process
 personal details. For more information on the General Data Protection Regulations / privacy regulation, please refer to [LINK].

Data Processing Agreement (formerly known as the Processing Agreement) 
The General Data Protection Regulation sets out which components must be incorporated into the Data Processing Agreement. For example, pursuant to the General Data Protection Regulation, Data Processing Agreements must include arrangements governing the duty to provide instructions, security, the duty to report data leaks and the deployment of sub-contractors in their capacity as sub-processors.
In response to the upcoming entry into force of the General Data Protection Regulation, ActiZ, GGZ Nederland, NFU, NVZ and VGN (united in the Association of Healthcare Providers (BoZ)) have drawn up a model data processing agreement
 that meets all the requirements for such agreements laid down in the General Data Protection Regulation. As such, the model agreement may serve as a default agreement for the entire healthcare industry. 
Please note that not every external party that receives personal details qualifies as a ‘processor’. In some cases, the receiving party may be deemed to be the data controller. For instance, this may be the case in certain partnerships and in situations in which all parties involved have their own relationship with a patient, client or party involved. This model data processing agreement is not suited to data exchanges with such data controllers. If there is more than one data controller, and if several parties share responsibility, the parties shall have to determine on a case-by-case basis what kinds of agreements will have to be concluded in relation to data exchanges.
The Data Processing Agreement should be appended to any agreement, already concluded or yet to be concluded, governing the processing of personal details by a third party at the behest of a healthcare organisation. These agreements are referred to in Annex 1 to the Data Processing Agreement. Alternatively, the provisions of the model agreement can be included in the service agreement concluded with the data processor, meaning there will only be one agreement (which will reduce the risk of inconsistency or conflict between multiple agreements).
� Under the Personal Data Protection Act, such parties were known as 'processors'


� The model agreement drawn up by BoZ was based on NVZ's Processing Agreement of December 2016.
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